**Task**

You have been asked as expert Web Scientists to advise the Students’ Union on Cybercrime. In particular, they are considering an education campaign for freshers to warn them about these aspects of personal security. Given these readings, and other relevant sources that you should identify, please provide SUSU with the highest priority three issues that are relevant to new students, with advice on the key messages that they need to hear.
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